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Richard Perry - enquiry about unblocking of the filing system to receive my applications.
7 messages

John Johnson <trainsdiytrains@gmail.com> 28 December 2022 at 17:13
To: PD Hearings <PDHearings@ipo.gov.uk>

28th December 2022
Dear Mr. Cooke,

It's Richard Perry.
Hope you personally enjoyed the Christmas Holidays :)

I'm going to be issuing criminal charges against the Office in January for Malicious Intent, Intent to destroy my property and evasion of liability by deception.
These are not charges in relation to the fraud and conspiracy - this is just for blocking my work, trying to destroy it and then authoring fraudulent letters to try and
evade liability.

| wish to file my patent applications for my work which were deliberately blocked by the Office.

Due to the constant deceit and crime carried out against me by the Office, would you accept my applications by email to you directly on this email address and
where you can confirm receipt please?

OR - if i send the applications through a courier to the Office reception, will you sign for it and pass it to the filings department?

Thank you
Richard Perry

John Johnson <trainsdiytrains@gmail.com> 2 January 2023 at 10:12
To: PD Hearings <PDHearings@ipo.gov.uk>

2nd January 2023
Please respond to the email below.
Sincerely

Richard Perry
[Quoted text hidden]

PD Hearings <PDHearings@ipo.gov.uk> 10 January 2023 at 02:58
To: John Johnson <trainsdiytrains@gmail.com>

Dear Mr Perry,
Happy New year and many thanks for your email.

| cannot accept the filing of a patent application whether by email or by post to myself. However, our website at https://www.gov.uk/patent-your-invention/apply-
for-a-patent explains how you can file a patent application online or by post to our offices.

Regards
Darran

Darran Cooke | Litigation Officer
Intellectual Property Office | Concept House | Cardiff Road | Newport | South Wales | NP10 8QQ | www.gov.uk/ipo
Tel: +44 (0)1633 814470 Email: PDHearings@ipo.gov.uk

From: John Johnson <trainsdiytrains@gmail.com>

Sent: 29 December 2022 01:14

To: PD Hearings <PDHearings@ipo.gov.uk>

Subject: Richard Perry - enquiry about unblocking of the filing system to receive my applications.


https://www.gov.uk/patent-your-invention/apply-for-a-patent
http://ipoteams/sites/idpress/Communications%20Toolkit/www.gov.uk/ipo
mailto:PDHearings@ipo.gov.uk
mailto:trainsdiytrains@gmail.com
mailto:PDHearings@ipo.gov.uk

28th December 2022

[Quoted text hidden]

John Johnson <trainsdiytrains@gmail.com> 10 January 2023 at 10:23
To: PD Hearings <PDHearings@ipo.gov.uk>, AF Team <contact@actionfraud.pnn.police.uk>

Dear Mr Cooke,
And around we go yayy.....

Yes - As | have done 7 times with the same application | am trying to file.

As you know your Office has deliberately blocked the filing system as proven in evidence and has also signed for the same application twice by registered post
which you've then literally thrown it in the bin.

Or more likely tried selling it on the little black market they're running.

Here's a copy of a letter sent to the Palace to pass on to Mr. Moss - everyone is being named and criminal charges are now being drawn up.

| have also attached a copy of the delivery tracking number for the application that your Office also received and signed for. This has happened twice.

| have both receipts and signatures. Please ask Mr. Moss to provide proof that the person receiving one of them has the surname 'Perry' as shown on the delivery
receipt.

This email was a last attempt to get your Office to co-operate and accept my work - clearly the Office just trying to destroy me.

I'll send you a copy of the warrant forms once I've filed them at Bristol Magistrates Court.

Sincerely,
Richard Perry

Action Fraud Investigation - Copy of email thread for your file.
[Quoted text hidden]

2 attachments

FANTAIL TIES PATENT APP DELIVERY RECEIPT 12TH MAY 22.jpg
2299K

E Letter to Palace 9th January 2023.pdf
4963K

AF Team <contact@actionfraud.pnn.police.uk> 10 January 2023 at 10:23
To: John Johnson <trainsdiytrains@gmail.com>

Thank you for contacting Action Fraud.
You are encouraged to visit the Action Fraud website at https://www.actionfraud.police.uk/ where victims of fraud can:

Report fraud and cyber crime

Save and resume a partially completed report
Track the progress of their report

Add information to their report

Download a copy of their report

Receive an outcome by email

Please visit the Action Fraud website where you can register to use this service any time of the day or night which enables you to both report a fraud and find help
and support. Please note that if you do not register at the time the report is made, this service will not be available to you. If you are seeking an update to a report
please visit your dashboard to track the progress of your report. If you did not register it will not be possible to receive an update, but an outcome will be provided
to you in due course.

Please note all reports should be made via the Action Fraud web reporting tool. It will not be possible to take a report of fraud by email or letter via this email
address as this cannot be recorded. If you are seeking an update to your report, tracking its progress or wish to add additional information please visit the Action
Fraud website.


https://mail.google.com/mail/u/0/?ui=2&ik=aadc8d8626&view=att&th=1859cec0cc223588&attid=0.2&disp=inline&realattid=f_lcqjzi9r1&safe=1&zw
https://mail.google.com/mail/u/0/?ui=2&ik=aadc8d8626&view=att&th=1859cec0cc223588&attid=0.1&disp=attd&realattid=f_lcqjuwpj0&safe=1&zw
https://www.actionfraud.police.uk/

PHISHING / SPAM EMAILS

The National Cyber Reporting Centre (NCSC) has launched the pioneering “Suspicious Email Reporting Service” (SERS), which will make it easier for people to
forward suspicious emails to the NCSC - including those who claim to offer services related to coronavirus. If you have received an email which you’re not quite
sure about, such as from a company you don’t normally receive communications from, or someone you do not know. You may just have a hunch. If you are
suspicious, you should forward it to report@phishing.gov.uk . Your report of a phishing email will help them to act quickly, protecting many more people from being
affected. They'll use any additional information you’ve provided to look for and monitor suspicious activity.

The NCSC'’s automated programme will analyse the suspect email immediately and any websites it links to and test the validity of the site and if found to be
phishing scams, they will be removed immediately. If they discover activity that they believe is malicious, they may:

¢ seek to block the address the email came from, so it can no longer send emails
« work with hosting companies to remove links to malicious websites
* raise awareness of commonly reported suspicious emails and methods used (via partners)

Whilst the NCSC is unable to inform you of the outcome of its review, they can confirm that they do act upon every message received.
PHISHING / SPAM TELEPHONE CALLS

If you have received a suspicious phone call, text message or interaction via social media, the recommended way of reporting these is by the online reporting tool
via the Action Fraud website https://www.actionfraud.police.uk/report-phishing

INFORMATION REPORTS

If you have been in a situation where fraud could have occurred but didn’t and you have reported this to Action Fraud, this is considered to be an information
report from you. Your report will be kept within the intelligence system at the NFIB where it will be assessed against other reports to help boost wider crime
investigations, building a more complete national picture of fraud. Unfortunately we will be unable to provide you with an update for this type of report as they are
used for intelligence purposes only.

ADDITIONAL INFORMATION / EVIDENCE

It is not necessary to submit physical correspondence or evidence in addition to your case. Please retain any such evidence as this may be required in the event
of a police investigation.

SUPPORT / GUIDANCE

If you would like information on what support is available to you, please visit the Victim’s Information Service Website
www.victimsinformationservice.org.uk.If you would like information on how to protect yourself from fraud, please visit our website at
https://www.actionfraud.police.uk/reporting-in-local-languagewww.actionfraud.police.uk/support_for_you.

OTHER LANGUAGES

If English is not your first language we run a service in your language. For further information please visit the Action Fraud website at https://www.actionfraud.
police.uk/

N.B. EMAILS

Please remember to check your spam folder for responses sent by Action Fraud as for various reasons our email responses to you may end up in those folders. If
you have your email set up to automatically delete spam, you may also wish to check your deleted folder. If the email cannot be located please check your
settings and contact your Internet Service Provider.

If you have any queries regarding the contents of this email please visit www.actionfraud.police.uk/faq where you will find answers
to the most common questions.

Please consider the environment before printing my email

R R R R
Note:

This message is for the named person's use only. It may contain confidential,
proprietary or legally privileged information. No confidentiality or privilege

is waived or lost by any mistransmission. If you receive this message in error,

please immediately delete it and all copies of it from your system, destroy any

hard copies of it and notify the sender. You must not, directly or indirectly,

use, disclose, distribute, print, or copy any part of this message if you are not

the intended recipient. City of London Police and any of its subsidiaries each reserve
the right to monitor all e-mail communications through its networks.

Any views expressed in this message are those of the individual sender, except where


mailto:report@phishing.gov.uk
https://www.actionfraud.police.uk/report-phishing
http://www.victimsinformationservice.org.uk/
https://www.actionfraud.police.uk/reporting-in-local-language
http://www.actionfraud.police.uk/support_for_you
https://www.actionfraud.police.uk/
http://www.actionfraud.police.uk/faq

the message states otherwise and the sender is authorised to state them to be the
views of any such entity.

All incoming and outgoing emails are virus checked, however we cannot guarantee that this
message or any attachment is virus free or has not been intercepted and amended. City of London
Police accepts no liability in respect of any loss, cost, damage or expense as suffered as a

result of receiving this message or any attachments

City of London Police
Website: http://www.cityoflondon.police.uk/
R R R R

PD Hearings <PDHearings@ipo.gov.uk> 12 January 2023 at 03:47
To: John Johnson <trainsdiytrains@gmail.com>, AF Team <contact@actionfraud.pnn.police.uk>

Dear sir

Please accept this e-mail as acknowledgement of receipt. | have passed your e-mail on to the relevant section.

For your information, our CEO is now Mr Adam Williams as Mr Moss has moved on.

[Quoted text hidden]
John Johnson <trainsdiytrains@gmail.com> 12 January 2023 at 08:25
To: PD Hearings <PDHearings@ipo.gov.uk>

Dear Mr. Cooke,

Good! We will clean up the Office LOL
Everybody deserves a pleasant working environment free of darkness.

A few questions:

1). Can you please ask Mr Williams if he has now unblocked the filing system so that | can file my work?
2). Should | send my applications through to you to pass on?
| have five in the queue ...

3). I would like Mrs Tayor's finding reviewed in the light of Mr. Moss being removed.
Is there a review process without me having to appeal through the Courts?

Thank you
Richard Perry
[Quoted text hidden]
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